Broadcasting live

Kids love live-streaming apps. Here’s what parents should

know about them

he first webcam was
used at Cambridge
University in 1991
to live stream a pot
of coffee, so people
could see when it
needed to be refilled
These days, live-streaming apps
allow users to chat or broadcast to
other people inreal time Theyranqge
from those primanly designed for
talking to friends and tamily, such
as Skype, to apps that enable you
to share moments in your life
with awider online audience, such
as Musical ly or Facebook Live
But upsetting cases involving some
live-streaming services and worries
that adults may be using services to
groom children, have caused concern
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X Factor appeal
For a generation of teens brought
up on shows like The X Factorand
The Only Way Is Essex, these apps
offer them the chance to starin
their very own reality show

Used in the right way, they also
allow children and young people
to practise their communication
and presentation skills, and boost
their confidence.

for those who use apps to be
creative, such as sharing singing
or dancing performances, they
also provide immediate feedback,
as many apps offer those watching
the chance to ask questions,
comment or send positive emojis,
such as hearts, to show they like
what they see.,

Should | be concerned?
Because live-streaming apps are
instant, there is no moderation. No
one is watching over what your child
is doing in front of others, or what
those watching are doing to them.
Putting yourself out there means
allowing others to comment on what
you do and who you are. If comments
are negative, or even if you feel you
are not getting enough likes, it can
make you feel bad about yourself.
streaming with strangers
y, but your child

- person is not you.

or public online spaces and then
develop arelationship until they
can persuade them to take their
communication into a private,
unmoderated service

Even if you don't know your child
is using live-streaming apps, warn
them of the dangers of doing so.
As with any online service in which
they're interacting with other
people, you should also advise them
not to give anything away that will
identify their full name, where they
live, hang out, or go to school.

Teach them how to block and
report on any service they use —
and make sure they have a trusted
adult who they can confide in should
something go wrong, even if that

as many, such as Facebook, that
aren't primarily live-streaming apps,
now have that facility. Give them lots
of opportunities to tell you if anything
is troubling them by asking questions

limiting the people who can interact with
them to those they know in real life

' \ that could allow
people to find them in real life, such as
location information, school or address.

to the app (See our Tools section
on p45). If an adult makes a sexual approach,

they should tell you or another trusted

adult and report it to the Child Exploitation

and Online Protection Centre (CEOP) at
www.ceop.police.uk/ceop-report
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